
Annotation of Multiword Expressions in the Lithuanian Corpus of the Cyber-

Security Domain   

Liudmila Mockienė, Institute of Humanities, Faculty of Human and Social Studies, Mykolas 

Romeris University,  Vilnius, Lithuania, liudmila@mruni.eu 

 

Key words: multiword expressions, cyber-security, low-resourced languages. 

Introduction 

As multiword expressions (MWEs) can refer to a variety of multiword units that have a common 

feature of idiosyncrasy, or idiomaticity, which can be of several types, i.e. lexical, morphological, 

syntactic, semantic, pragmatic, and statistical (Baldwin and Kim, 2010), it is crucial to apply the 

same methodology and classification of MWEs for the linguistic data to be interoperable across 

different languages and linkable as LLOD. Universality of language descriptions that are 

applicable and consistent across languages advances NLP, aids in contrastive analyses, and 

provides insightful information about linguistic issues, including idiosyncrasy (Savary et al., 

2023). Thus, development of linguistic resources and linking them is of utmost importance for 

under-resourced or low-resourced languages. One of the language annotation frameworks 

PARSEME developed during a dedicated COST action that focused on parsing and MWEs (Savary 

et al., 2017; Savary et al., 2023) sought to annotate MWEs in numerous languages, including low-

resourced ones, such as Lithuanian.    

 

Dataset and annotation project 

The data for the annotation and research is going to be obtained from the English-Lithuanian 

Parallel Cybersecurity Corpus DVITAS which is freely available from the CLARIN-LT repository 

https://clarin.vdu.lt/xmlui/handle/20.500.11821/46 (Utka et al, 2022b).  

The English-Lithuanian parallel corpus DVITAS consists of original English texts on 

cybersecurity and their translations into the Lithuanian language aligned on the sentence level. The 

corpus was compiled for the bilingual terminology extraction project. The corpus comprises the 

EU legal acts and other documents from the time period of 2006-2021. The documents were 

extracted from the EUR-Lex database and other EU institutional repositories. There are 80 aligned 

files in TMX format in English and Lithuanian, as well as 160 raw files (80 in English, and 80 in 

Lithuanian) in the dataset. The total size of the corpus is 1.4m words (EN-0.77m; LT-0.63m). The 

corpus contains 35,415 aligned segments. 

The data in the corpus was annotated both manually and automatically because as Lithuanian is 

still a low resourced language, the researchers had to apply supervised and semi-supervised deep 

learning methods for automatic extraction of Lithuanian terminology (Rokas et al., 2020). First, 

the gold standard corpus was created to train neural networks, validate and test the data based on 

manually annotated linguistic data. Next, various deep learning models were tested to pre-process 

the data and extract terms automatically. The manually annotated linguistic data in the gold 

standard corpus included one-word and multi-word terms related to the cyber-security domain. 
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The project results revealed that ‘deep learning systems trained by using gold standard corpora 

(manually annotated data) allow effective automatization of extraction of terminological data and 

metadata, which enables to regularly update termbases with minimised manual input’ 

(Rackevičienė, 2021, p. 38).  

Thus, annotation of MWEs could be carried out using the same gold standard corpus which was 

used for training neural networks to extract terminology automatically and could be used to extract 

MWEs (that not only relate to the cyber-security domain specifically). Moreover, the extracted 

terminological units in the project are of nominal character only, but other types of MWEs (verbal 

and modifier) are also of great importance for the analysed domain. Such analysis would enrich 

the insights on the usage of lexical units in the cyber-security domain regarding MWEs across 

genres (Rackevičienė, 2022).  

The annotation project within the UniDive summer school would focus on the same part of the 

corpus (the gold standard corpus) for nominal, verbal, and modifier MWEs relying on the cross-

lingual annotation guidelines for MWEs as developed by UniDive (COST action CA21167) (draft 

guidelines for nominal MWEs) and could prospectively contribute to the guidelines for MWEs.  

The annotated part of the corpus could be further used for automatic extraction of MWEs not only 

from the parallel corpus of the cyber-security domain, but also from the comparative corpus, which 

was created during the same project (Utka, 2022b, 2022c) and also could be applied in other 

domains.  As a result, annotation of nominal, verbal and modifier MWEs in the domain of cyber-

security would contribute to the development of automatic extraction of MWEs in the Lithuanian 

language.  

UniDive summer training school is crucial to the project’s onset and further development as it will 

provide the indispensable training on the universal typology of MWEs as developed by PARSEME 

to be applied cross-linguistically and the annotation infrastructure that is available. It will also 

provide the necessary practical skills of recognising, categorising and annotating MWEs in the 

Lithuanian language to be further on shared with other members of the project.  

 

Open questions  

What are the difficulties of the annotation process of nominal, verbal, and modifier MWEs in 

different languages? 

What is the tendency of using nominal, verbal, and modifier MWEs in the cyber-security domain? 

Is there anything domain-specific? 

How could the manual annotation of MWEs in the cyber-security domain contribute to developing 

automatic extraction of MWEs not only in the same domain, but also in other domains? 

 

The project phase  

The project of annotating MWEs in the cyber-security domain is in the phase of planning. It has 

been discussed with members of the team who have carried out the project DVITAS and are eager 



to continue annotation work based on the created corpora. The project of annotating MWEs will 

be started during the summer school. The acquired knowledge and skills will be used to further 

develop the project with the same team members with the aim to expand the application of the 

developed methodology to other domains and genres. The dataset is ready for annotation of 

MWEs. 
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